How to grant permissions to a custom assembly that is referenced in a report in Reporting Services
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*This article describes a problem that occurs when you access a custom assembly in your report that does not have sufficient permissions on the resources in your environment. The article also provides steps to grant permissions to the custom assemblies that are used in the reports. To do this, follow these steps:*

1. *Assert permissions in your custom assembly.*
2. *Make the custom assembly available to Report Designer and to Report Server.*
3. *Reference the custom assembly in your report.*
4. *Modify the code access security settings for your custom assembly.*

[[![http://support.microsoft.com/library/images/support/en-us/uparrow.gif](data:image/gif;base64,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)](http://support.microsoft.com/kb/842419/en-us#top)Back to the top](http://support.microsoft.com/kb/842419/en-us" \l "top) | [Give Feedback](http://support.microsoft.com/kb/842419/en-us" \l "survey)

**![Collapse image](data:image/png;base64,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)**[INTRODUCTION](javascript:void(0);)

Reports that access custom assemblies may not render successfully if the custom assemblies do not have sufficient permissions. This article describes how to modify the policy configuration files to grant additional permissions to a custom assembly that is accessed by a report.
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After you create a custom assembly by using the Microsoft .NET Framework, and then you access the custom assembly in your report and preview the report in Report Designer, the report may not render successfully. However, if you run the same report in DebugLocal mode in Report Designer or if you view the report by using Report Manager, the following error may be rendered in the report instead of the output of the referenced custom assembly:

#Error

Additionally, you may receive an error message that is similar to the following in Report Designer when you run the report in DebugLocal mode:

Request for the permission of type System.Security.Permissions.FileIOPermission, mscorlib, Version=1.0.5000.0, Culture=neutral, PublicKeyToken=b77a5c561934e089 failed.

This problem may occur when the custom assemblies that are referenced in your report do not have sufficient permissions.   
  
**Note** If you preview the report in Report Designer, the report runs all the report expressions by using the FullTrust permission set. The report does not use the security policy settings.  
  
To grant the required permissions to a custom assembly, follow these steps:

1. Assert permissions in your custom assembly.
2. Make the custom assembly available to Report Designer and to Report Server.
3. Reference the custom assembly in your report.
4. Modify the code access security settings for your custom assembly.

Assert permissions in your custom assembly

To acquire the required permissions to run the code in your custom assembly, you must assert the required permissions in your custom assembly code.   
  
**Note** The examples provided in this section use C# code.  
  
For example, if you access data in Microsoft SQL Server tables by using the "System.Data.SQLClient" namespace in your custom assembly, you must add the following code to your custom assembly before you use the "System.Data.SQLClient" namespace:

System.Data.SqlClient.SqlClientPermission pSql = new SqlClientPermission(System.Security.Permissions.PermissionState.Unrestricted);

pSql.Assert();

If you access a file in your custom assembly, you must add the following code to your custom assembly before you access the file:

FileIOPermission filePerm = new FileIOPermission(FileIOPermissionAccess.Read, "C:\TestFile");

filePerm.Assert();

Similarly, if you access a Web service in your custom assembly, you must add code that is similar to the following to assert the Web permissions:

System.Text.RegularExpressions.Regex urlRegEx = new System.Text.RegularExpressions.Regex(@"http://www\.webcontinuum\.net/.\*");

System.Net.WebPermission p = new System.Net.WebPermission(NetworkAccess.Connect,urlRegEx);

p.Assert();

For more information about asserting permissions in your custom assembly, visit the following MSDN Web site:

<http://msdn2.microsoft.com/en-us/library/aa179495(SQL.80).aspx>

Make the custom assembly available to Report Designer and to Report Server

To make your custom assembly available to Report Designer and to Report Server, you must copy the custom assembly to the following folders:

* *Installation Drive*:\Program Files\Microsoft SQL Server\80\Tools\Report Designer
* *Installation Drive*:\Program Files\Microsoft SQL Server\MSSQL\Reporting Services\ReportServer\bin

Reference the custom assembly in your report

To reference a custom assembly in your report, follow these steps:

1. Open the report project in Microsoft Visual Studio .NET 2003.
2. Open the report that must reference the custom assembly.
3. On the **Report** menu, click **Report Properties**.
4. In the **Report Properties** dialog box, click the **References** tab.
5. Under **References**, click the ellipsis button that is next to the **Assembly name** column header.
6. In the **Add References** dialog box, click **Browse**.
7. In the **Select Component** dialog box, locate and click your custom assembly, and then click **Open**.
8. In the **Add References** dialog box, click **OK**.
9. In the **Report Properties** dialog box, click **OK**.

Modify the code access security settings for your custom assembly

To grant the required permissions to the custom assembly, you must modify the code access security settings in the policy configuration files that correspond to Report Designer and to Report Server. To do this, follow these steps:

1. Create the permission set element and the code group element for your custom assembly that specifies the required permissions. To do this, follow these steps:
   1. Click **Start**, point to **Settings**, and then click **Control Panel**.
   2. In Control Panel, double-click **Administrative Tools**.
   3. In the Administrative Tools window, double-click **Microsoft .NET Framework 1.1 Configuration**.
   4. In the left pane of the .NET Configuration 1.1 window, expand **Runtime Security Policy**.
   5. Under **Runtime Security Policy**, expand **Machine**.
   6. Under **Machine**, right-click **Permission Sets**, and then click **New**.
   7. On the **Identify the new Permission Set** page, click **Create a new permission set**.
   8. Type **TestPermissions** in the **Name** box, and then click **Next**.
   9. On the **Assign Individual Permissions to Permission Set** page, click **Security** in the **Available Permissions** list, and then click **Add**.
   10. In the **Permission Settings** dialog box, click **Grant assemblies the following security permissions**, and then click to select the following check boxes:
       * **Enable assembly execution**
       * **Assert any permission that has been granted**

**Note** You can also turn on the other listed permission settings based on your requirements.

* 1. Click **OK**.
  2. On the **Assign Individual Permissions to Permission Set** page, add any additional permissions from the**Available Permissions** list to the **Assigned Permissions** list.
  3. Click **Finish**.
  4. In the .NET Configuration 1.1 window, expand **Code Groups** under **Machine**.
  5. Under **Code Groups**, right-click **All\_Code**, and then click **New**.
  6. On the **Identify the new Code Group** page, click **Create a new code group**, type **TestCodeGroup** in the **Name**box, and then click **Next**.
  7. On the **Choose a condition type** page, click **URL** in the **Choose the condition type for this code group** list.
  8. Type the absolute path of your custom assembly (*Installation Drive*:\Program Files\Microsoft SQL Server\80\Tools\Report Designer\*Custom assembly name*, for example) in the Report Designer folder in the **URL**box, and then click **Next**.
  9. On the **Assign a Permission Set to the Code Group** page, click **Use existing permission set**, and then click**TestPermissions** in the list.
  10. Click **Next**, and then click **Finish**.

The permission set and the code group that correspond to your custom assembly are created according to your specifications in the Security.config file on your computer.

1. Add the permission set and the code group that correspond to your custom assembly in the security policy configuration files for your report server. To do this, follow these steps:
   1. Open the Security.config file, the Rspreviewpolicy.config file, and the Rssrvpolicy.config file.  
        
      **Note** The following list provides the default locations of the Security.config file, the Rspreviewpolicy.config file, and the Rssrvpolicy.config file.
      * By default, the Security.config file is located in the *Installation Drive*:\WINDOWS\Microsoft.NET\Framework\v1.1.4322\config\security.config folder.
      * By default, the Rspreviewpolicy.config is located in the *Installation Drive*:\Program Files\Microsoft SQL Server\80\Tools\Report Designer\rspreviewpolicy.config folder.
      * By default, the Rssrvpolicy.config folder is located in the *Installation Drive*:\Program Files\Microsoft SQL Server\MSSQL\Reporting Services\ReportServer\rssrvpolicy.config folder.
   2. Copy the **PermissionSet** element that corresponds to the TestPermissions permission set from the Security.config file.
   3. Paste the **PermissionSet** element that corresponds to the TestPermissions permission set in the Rspreviewpolicy.config file and the Rssrvpolicy.config file as the last sub-element of the **NamedPermissionSets**element.
   4. Copy the **CodeGroup** element that corresponds to the TestCodeGroup code group from the Security.config file.
   5. Paste the **CodeGroup** element that corresponds to the TestCodeGroup code group in the Rspreviewpolicy.config file and in the Rssrvpolicy.config file after the first **CodeGroup** element.
   6. Remove the **PermissionSet** element that corresponds to the TestPermissions permission set and the **CodeGroup**element that corresponds to the TestCodeGroup code group from the Security.config file.
   7. Save the Security.config file, the Rspreviewpolicy.config file, and the Rssrvpolicy.config file.

After you access the custom assembly in your report and you run the report in DebugLocal mode, the report renders successfully.
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For more information about code access security in Reporting Services, visit the following MSDN Web site:

<http://msdn2.microsoft.com/en-us/library/aa902638(SQL.80).aspx>

For more information about the using custom assemblies with reports in Reporting Services, visit the following MSDN Web site:

<http://msdn2.microsoft.com/en-us/library/aa179513(SQL.80).aspx>

For more information about debugging the custom assemblies in Reporting Services, visit the following MSDN Web site:

<http://msdn2.microsoft.com/en-us/library/aa179526(SQL.80).aspx>
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